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IMPLEMENTATION PROCESS

BENEFITS

Seamless Integration By providing standardized APIs, all authentication services can be 
integrated with just a single setup.

Convenience for 
Internal and 
External Users

With unified management and settlement, internal management 
resources are reduced. Users can authenticate using their existing 
apps without needing to install additional applications.

Wide Selection
Choose from Mobile ID, Digital Certificates, Private Authentication, 
or Card Verification and offer only the services that best suit 
your user's needs.

Easy Scalability Effortlessly expand to support new IDs and private authentication services.
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Integrated authentication service

All Mobile IDs, Digital Certificates, and Private Credentials 

in a Single Authentication Window!

On-Premise
Intermediary management

Digital Signature

Identity Verification

Simple Authentication

Mobile ID & Copy image

Digital Signature

Identity Verification

Simple Authentication 

Mobile ID & Copy image

Connection plug-in
(Server To Server)

Integrated

I/F

(REST API)

Integrated 
authentication 
window 
management

Intermediary DBLicense management

License Checker

Simple authentication / 
digital signature provider

Identity verification provider

mDL verification server

VC Verifier for mDL

Simple authentication 
Digital signature
Identity verification
Mobile ID & copy image



It is difficult to manage all different
authentication services. 

Isn't there a service that can verify all mobile IDs, digital certificates and private certificates?

Is there a 
way to solve it

all at once?

It would be great 
if it could be easily 

integrated and imple
mented through a 

single authentication
window.

Digital certificate

ID

Accredited certificate

AS-IS

Mobile ID

Identity Verification 
Using a Certificate

Identity Verification 
via Certificate

Digital Credential

TO-BE

Identity Verification Using a Certificate / Mobile ID / Digital 
Certificates / Private Authentication / Card Verification

All provided through a single integrated authentication 
window with just one contract.

Integrated authentication service

SERVICE OVERVIEW

STRONG POINTS

Limitless scalability
and high responsiveness 

to market changes

Support simple 
authentication, digital 

signature, identity 
verification, mobile ID and 

other digital certificates

01

Provide the standard APIs 
for easy and seamless 

connection with the 
authentication service

Quick connection 
and 

maintenance

02

Lower operating resources 
(deployment and 

contract settlement)

Reduced Resources 
and 

Costs
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No need to store 
certificates; use the 

desired digital signature 
method

User convenience 
and 

security
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FEATURES

OmniOne CX enables easy connection and management.

Source code
change

Authentication 
service1

Authentication 
service2

Require renewal

Authentication 
service4

Authenti-
cation 
failed

Admin

Jumping ship due to authentication failure

User A

User B

User C

User D

·  Access to a separate authentication service 
    page and complete authentication

·  Low user convenience when failing to respond 
    to authentiction changes

AS-IS

·  Easily complete authentication in a single 
    authentication window

·  Provide error-free authentication services with 
     easy management of authentication changes

Admin UI

Admin

Easy authentication and management
boosts the service.

Easy and convenient authentication 
with a single authentication widow 

User A

User B

User C

User D

Integrated authentication
service

Intermediary platform
for authentication 

TO-BE

SERVICE IMPLEMENTATION CASES

Public Sector (Government Agencies) Private Sector

Public Corporations & Organizations Associations & Foundations

Education Healthcare


