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Benefits

¢  Quick connection
il Convenience
222 Wide range of options

]

Scalability

RaonSecure

Connect to the authentication service with the standard APIs.

Reduce internal management resources with integrated management, and allow

users to authenticate with the App they usually us

e.

Select desired services among mobile ID, digital credentials and private certificates

for users to provide.

Easily connects any new IdPs.

Head office 47-48F Parc1 Tower 2, 108 Yeoui-daero, Yeongdeungpo-gu, Seoul, Korea
Tel 02-561-4545 Fax 02-561-5350 Inquiry service2@raoncorp.com

Homepage www.raonsecure.com

Scan Your QR code

One

Integrated authentication service

All mobile IDs,
All digital credentials,
All private certificates,

In a single authentication window!



AS-IS

Digital certificate

It would be great if
it could be easily integrated
and implemented through a
single authentication
window.
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Features

OmniOne CX enables

It is difficult to manage all different
8 authentication services.
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Jumping ship due to authentication failure

- Access to a separate authentication service page and complete
authentication
- Low user convenience when failing to respond to authentic-
tion changes

window

easy connection and management.
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Easy authentication and management
boosts the service.
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Easy and convenient authentication
with a single authentication widow

- Easily complete authentication in a single authentication

- Provide error-free authentication services with easy management

of authentication changes

Service process

oMM One

Integrated authentication service

Provide all identity verification, mobile IDs,

digital credential and private certificates

through a single integrated authentication window
via one contract.

Accredited
certificate tcX )
®
Isn't there a service that can verify all mobile IDs,
digital certificates and private certificates?
Service overview
Strong points
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Limitless scalability Quick connection and

and high responsiveness to
market changes

Support simple
authentication, digital
signature, identity
verification, mobile ID and
other digital certificates

maintenance

Provide the standard APIs
for easy and seamless
connection with the
authentication service

Reduce costs

Lower operating
resources
(deployment and
contract settlement)

Step1. Select your ID

Mobile ID / Digital credential

Step2. Request authentication
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User
convenience and
security

No need to

store certificates;
use the desired
digital signature
method

Step1. Select your
certificate

Private certificate

Step2. Request authentication

Step3. Completed

Step3. Completed



